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Words and Introduction of the Editors

Rudolf Ahlswede was one of the worldwide accepted experts on information theory.
Many main developments in this area are due to him. Especially, he made big
progress in multi-user theory. Furthermore, with identification theory and network
coding, he introduced new research directions. Ahlswede died in December 2010.

Several highlights of Ahlswede’s research are the Ahlswede-Daykin inequality
and the Ahlswede-Khachatrian complete intersection theorem, which even include
his name. He also described the capacity region of the multiple-access channel
(many senders, one receiver). Together with Tom Cover’s corresponding result
for the broadcast channel (one sender, several receivers), this is the theoretical
backbone for many algorithms in mobile communication, for instance, in the 5G
standard. In 1990 jointly with his student Gunter Dueck, he initiated a whole new
area of research—the theory of identification. Gunter Dueck in the supplement of
this volume describes how things got started in this direction. Their paper found
immediate interest. Shortly after its appearance, Ahlswede and Dueck received the
Best Paper Award of the IEEE Information Theory Society. This is very much
remarkable, especially, when taking into account that Ahlswede had received this
award only two years before for his joint work with Imre Csiszar—it is quite
extraordinary that the same author is honored with such an important award twice
in such a short time.

This whole volume is devoted to identification and related concepts. In classical
information theory, a sender transmits a message to a receiver over a noisy channel.
The question that has to be answered at the receiving end hence is “Which message
was sent?”. Claude Shannon derived the famous channel capacity C: approximately
2"C messages can be sent over the channel, such that the receiver can still reliably
answer this question, where the message length n tends to infinity. Ahlswede and
Dueck considered a new scenario, in which the receiver now has to answer the
question: “Is this the message the one I am interested in?”” This might be illustrated
with the following example where a car owner (the sender) presses the button of his
key and his car (the receiver) opens the door automatically. To obtain this result, a
code is transmitted and the receiver is not really interested in the question which
car should be opened but only if the car itself should be opened or not. In order
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to reliably answer this question, two conditions have to be guaranteed: (1) The car
of interest should open (with very high probability) and (2) no other car should
open its door when receiving the transmitted signal. Ahlswede and Dueck found
that also for this problem a capacity theorem exists. Approximately, 22" messages
can be identified over the same noisy channel. Surprisingly, the number C, i.e., the
identification capacity, is the same as Shannon’s capacity for transmission. However,
now, the expression is doubly exponential.

In the sequel, Ahlswede was working intensively on a general theory of infor-
mation transfer that should include transmission and identification of information
as special cases. To this aim, he was awarded a prestigious project in the center for
interdisciplinary research (ZiF) in Bielefeld. Actually, this work occupied him for
the rest of his life and was also the main reason for the delay of these lecture notes.
He wanted to publish them when the general theory of information transfer was
mature to some degree. For instance, his research led to the conjecture that the non-
secure identification capacity (Cip) might be the same as the common randomness
capacity (Ccr) for channels without extra resources (like feedback). His student
Christian Kleinewéchter found a counterexample in which Ccr > Cip. Ahlswede
himself also showed that Cip > Ccr can hold (see 6). In his Shannon Lecture 2006
at the IEEE Symposium on Information Theory in Seattle, Ahlswede mentioned that
this conjecture had helped him in the derivation of further capacity results.

As this example shows, the analysis of information identification led to many
new concepts and problems. Source coding and data compression for identification
are different from the corresponding concepts in information transmission. New
probabilistic algorithms and the underlying randomness had to be studied. Further,
there is a strong relation to hypothesis testing, when hypotheses have to be
discriminated. All these directions are presented and studied in the corresponding
chapters of this volume.

Chapter “Testing of Hypotheses and Identification” are lecture notes that were
prepared by Marat Burnashev for a lecture he gave in Bielefeld in 2001. Ahlswede
later used his notes for his lecture. We thank Marat Burnashev for allowing us to
add his text in this book. Furthermore, we add Part VI to the book, which is a
survey by Holger Boche, Christian Deppe, and Wafa Labidi of results in the theory
of identification in the last 10 years.

Special thanks go to Wafa Labidi for the sixth volume. She has put a lot of work
into creating index directories, proofreading, and rewriting. We also thank Gerhard
Kramer for his support by financing Wafa Labidi. Finally, our thanks go to Bernhard
Balkenhol who combines the first approximately 2000 pages of lecture scripts in
different styles (AMS-TeX, LaTeX, etc.) to one big lecture script. He can be seen as
one of the pioneers of Ahlswede’s lecture notes.

Alexander Ahlswede, Ingo Althofer, Christian Deppe, Ulrich Tamm



Preface

After an introduction to classical information theory, we present now primarily own
methods and models, which go considerably beyond it. They were also sketched
in our Shannon Lecture 2006. There are two main components: our combinatorial
approach to information theory in the late seventies, where probabilistic source and
channel models enter via the skeleton, a hypergraph based on typical sequences,
and our theory of identification, which is now generalized to a general theory of
information transfer (GTIT) incorporating also as ingredient a theory of common
randomness, the main issue in cryptology. We begin with methods, at first with
collections of basic covering, coloring, and packing lemmata with their proofs,
which are based on counting or the probabilistic method of random choice.

Of course, these two methods are also closely related: the counting method can
be viewed as the method of random choice for uniform probability distributions. It
must be emphasized that there are cases where the probabilistic method fails, but
the greedy algorithm (maximal coding) does not or both methods have to be used in
combination. A striking example, Gallager’s source coding problem, is discussed.
Particularly useful is a special case of the covering lemma, called the link. It was
used by Korner for zero-error problems, which are packing problems, in his solution
of Rényi’s problem. Very useful are also two methods, the elimination technique and
the robustification technique, with applications for arbitrarily varying channel and
unidirectional memories.

Coloring and covering lemmata find also applications in many lectures on
combinatorial models of information processing: communication complexity, inter-
active communication, write-efficient memories, ALOHA. They are central in the
theory of identification, especially in the quantum setting, in the theory of common
randomness, and in the analysis of a complexity measure by Ahlswede, Khachatrian,
Mauduit, and Sarkozy for number theoretical crypto-systems.

Bielefeld, Germany Rudolf Ahlswede!

I'This is the original preface written by Rudolf Ahlswede for the second 1.000 pages of his lectures.
This volume consists of the last third of these pages.
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Preamble

As long as algebra and geometry proceed along separate paths, their advance was
slow and their applications limited. But when these sciences joined company, they

drew from each other fresh vitality and hence forward marched on at a rapid pace
towards perfection.

Joseph Louis Lagrange
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Notation and Abbreviations

<x"|x>
- I
1

A€
A-code
AVC
AVWC
C

CcC

CR
CWC
D(X||Y)
D(X||Y|P)
DMC
ED
E(X)
H(X)
H(X|Y)
1D

IDF

IDf
I(XAY)
I(P,W)
M(n, )
n(A)
NRA
NRI
NRS

N

N(n, L)
PD

Number of occurrences of letter x in sequence x"
Statistical distance

Characteristic function of set A

Complement of set A

Average-list-size code

Arbitrarily-varying channel
Arbitrarily-varying wiretap channel

Channel capacity

Compound channel

Common randomness

Compound Wiretap Channel

I-divergence between X and Y

Conditional I-divergence between X and Y given P
Discrete memoryless channel

Empirical distribution

Expectation of X

Entropy of X

Conditional entropy of X given Y
Identification

Identification with feedback

Identification with passive feedback

Mutual information between X and Y

Mutual information between P and PW
Max. codesize for transmission codes
Lebesgue measure of set A

Non-randomized (deterministic) average-list-size
Non-randomized (deterministic) identification
Non-randomized (deterministic) separation
Natural numbers

Max. codesize for ID codes

Probability distribution

XXi



XXii

P(A)
R, R+
RV
SAVC
SP
UCR
vV, W
W(-li)
WIDSI

WIDK
wtf

Notation and Abbreviations

The set of all probability distributions on the set A
Real and positive real numbers

Random variable

Strongly-arbitrarily-varying channel

Separation

Uniform Common Randomness

Stochastic matrices

i — th row of W

Watermarking IDentification with side information at transmitter and
receiver

Watermarking IDentification with secure key
wiretap with feedback



	Words and Introduction of the Editors
	Preface
	Preamble
	Contents
	Notation and Abbreviations

